**Instructions:**

1. **Don’t copy from others (you will earn zero points).**
2. **Prepare the report based on your understanding and observations.**
3. **Report must be handwritten and submitted on or before the deadline.**
4. **Don’t copy images or information from the internet.**
5. **Adhere to the deadline and instructions else you will earn zero points.**

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**Soft Deadline: 01/09/2023 Hard Deadline: 05/09/2023**

**Assignment 1 20 Marks**

**You, being the Chief IT Security Officer in UPES, are required to prepare a report and submit it to the administration for cyber awareness. You are required to study the recently formed Digital Personal Data Protection Act 2023 and prepare a summary with cases studies applicable to UPES.**

**Marks will be calculated based on the following.**

|  |
| --- |
| **Report Submission: [List key findings] (04 Marks)** |
| **Technical Details: [DPDPA act: technical details] (08 Marks)** |
| **Case Study: [Min two, Max three cases applicable to UPES] (08 Marks)** |